Gérer la configuration R 62

|  |  |
| --- | --- |
| type | processus de réalisation |
| finalité | * garantir que le matériel, les logiciels, les services et les réseaux fonctionnent correctement avec les paramètres de sécurité requis * garantir que la configuration n'est pas altérée par des modifications non autorisées ou incorrectes |
| pilote | responsable sécurité de l’information |
| risques | * ne pas définir et utiliser des outils pour gérer la configuration * ne pas utiliser un inventaire des actifs à jour * ne pas attribuer les responsabilités pour la gestion de changements * ne pas définir et utiliser des modèles normalisés pour la configuration sécurisée * ne pas tenir à jour le registre de la configuration * ne pas surveiller les configurations * ne pas entreprendre des actions correctives |
| processus amont | * apprécier les risques * traiter les risques * gérer les changements * gérer les actifs |
| processus aval | * satisfaire aux exigences de la sécurité * auditer * appliquer la sécurité * réaliser des actions correctives |
| éléments d'entrée | * inventaire des actifs * plan de traitement des risques * plan de gestion des changements |
| activités  (sous-processus) | * utiliser un inventaire des actifs à jour * définir et utiliser des outils pour gérer la configuration * attribuer les responsabilités pour la gestion de changements * définir et utiliser des modèles normalisés pour la configuration sécurisée * tenir à jour le registre de la configuration * surveiller les configurations régulièrement * entreprendre des actions correctives |
| éléments de sortie | * registre de la configuration * rapport d’action corrective * demande de changement |
| ressources | moyens techniques et informatiques |
| indicateurs | * nombre de configurations obsolètes * nombre d’actions correctives appliquées |
| procédures / documents | activités de surveillance, terminaux utilisateurs, installation de logiciels, changements / surveillance, inventaire des actifs, sécurité des appareils mobiles, plan de traitement des risques, plan de gestion des changements, demande de changement, résultats des surveillances et des mesures, résultats des revues de sécurité, rapport d’action corrective, résultats des actions correctives, registre de la configuration |
| clients | ensemble du personnel |

* garantir que le matériel, les logiciels, les services et les réseaux fonctionnent correctement avec les paramètres de sécurité requis
* garantir que la configuration n'est pas altérée par des modifications non autorisées ou incorrectes

responsable sécurité de l’information
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processus amont

risques

processus aval

* ne pas définir et utiliser des outils pour gérer la configuration
* ne pas utiliser un inventaire des actifs à jour
* ne pas attribuer les responsabilités pour la gestion de changements
* ne pas définir et utiliser des modèles normalisés pour la configuration sécurisée
* ne pas tenir à jour le registre de la configuration
* ne pas surveiller les configurations
* ne pas entreprendre des actions correctives
* satisfaire aux exigences de la sécurité
* auditer
* appliquer la sécurité
* réaliser des actions correctives
* apprécier les risques
* traiter les risques
* gérer les changements
* gérer les actifs

éléments de sortie

éléments d'entrée

activités

* utiliser un inventaire des actifs à jour
* définir et utiliser des outils pour gérer la configuration
* attribuer les responsabilités pour la gestion de changements
* définir et utiliser des modèles normalisés pour la configuration sécurisée
* tenir à jour le registre de la configuration
* surveiller les configurations régulièrement
* entreprendre des actions correctives
* inventaire des actifs
* plan de traitement des risques
* plan de gestion des changements
* registre de la configuration
* rapport d’action corrective
* demande de changement

procédures / documents

clients

indicateurs

ressources

activités de surveillance, terminaux utilisateurs, installation de logiciels, changements / surveillance, inventaire des actifs, sécurité des appareils mobiles, plan de traitement des risques, plan de gestion des changements, demande de changement, résultats des surveillances et des mesures, résultats des revues de sécurité, rapport d’action corrective, résultats des actions correctives, registre de la configuration

ensemble du personnel

nombre de configurations obsolètes, nombre d’actions correctives appliquées

moyens techniques et informatiques